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 Port Authority Edition — Internet Vulnerability Profile
  by Steve Gibson,  Gibson Research Corporation.

 
This textual summary may be printed, or marked and copied

 for subsequent pasting into any other application:

---------------------------------------------------------------------- 
 
GRC Port Authority Report created on UTC: 2018-08-11 at 04:46:35 
 
Results from scan of ports: 0, 21-23, 25, 79, 80, 110, 113,  
                            119, 135, 139, 143, 389, 443, 445,  
                            1002, 1024-1030, 1720, 5000 
 
    0 Ports Open 
    1 Ports Closed 
   25 Ports Stealth 
--------------------- 
   26 Ports Tested 
 
NO PORTS were found to be OPEN. 
 
The port found to be CLOSED was: 0 
 
Other than what is listed above, all ports are STEALTH. 
 
TruStealth: FAILED - NOT all tested ports were STEALTH, 
                   - NO unsolicited packets were received, 
                   - A PING REPLY (ICMP Echo) WAS RECEIVED. 
 
----------------------------------------------------------------------

Press your browser's BACK button to return
 to the Port Authority results page.
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